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Collaborative Approach to improve protection of ICT Infrastructures 
(here:  4G Mobile  Communication Networks):

ÅSharing situational information on 
security
ÅAdvanced integrity protection for network 

elements and devices

ÅValidation of Cloud Computing
ÅAdvanced validation & visualization 

of situational security

www.asmonia.de
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Contact at Berlin Congress

on 05. 07.2011
Mr. P. Schoo 
Technical Project Coordinator 
mobile 0151 1226 4030

on 06. 07.2011
for the Project Coordinator

Mr. J. Urban
mobile 0175 433 1720


